AIRBUS CYBERSECURITY: A SPECIALISED PROVIDER PROTECTING CRITICAL INFRASTRUCTURE, INSTITUTIONS, DEFENCE AND ENTREPRISES

- We are the dedicated cyber security business of Airbus.
- We are a 100% fully owned subsidiary of Defence and Space division.
- We develop and deliver reliable, high-grade products and services to protect, detect and respond to increasingly sophisticated cyber-attacks 24/7.
- We are the only cyber security company with a sovereign presence in France, Germany and the UK.

WHAT WE DO

Identify  Protect  Detect  Respond

SECURITY OPERATIONS CENTRES PROTECTING CUSTOMERS

INNOVATIVE RESEARCH PROJECTS

CYBER PROFESSIONALS ACROSS EUROPE AND THE MIDDLE EAST

REVENUE GROWTH IN 2018

30%

WHY ARE INVESTMENTS IN CYBER SECURITY CRITICAL?

“For all of our customers, trusting their IT and OT (operational technology) systems is vital for their digital transformation and the successful delivery of objectives. Resilience becomes both a competitive advantage and a commodity in a market in which half of organisations already work with more than one external cyber security provider.

Through our industrial DNA combined with decades of experience with defence systems, we at Airbus CyberSecurity have a deep understanding of the challenges faced by our customers such as managing complex infrastructure and sensitive data. We help them to assess, build, run and maintain protection solutions tailored to their environment and priorities.”

Markus Braendle, Head of Airbus CyberSecurity
PROTECTING ASSETS AND NETWORKS

- Design of tailored solutions
- Trusted Infrastructure / High-grade encryption
- Secure exchange gateways
- Stormshield: network security (VPN, firewalls), data and endpoint security

IDENTIFYING RISKS AND INCREASING AWARENESS

- Information security strategy and policy
- Risk & maturity assessments
- Training for all levels of an organisation
- Asset discovery & vulnerability checks
- Penetration testing & red teaming
- CyberRange training and simulation platform

DETECTING THREATS AND RESPONDING TO INCIDENTS

- Security Operations Centre (SOC) for IT and OT
- Computer Security Incident Response Team (CSIRT)
- Cyber threat intelligence
- Orion Malware analysis platform

In a nutshell

- A leading European provider protecting EU institutions
- Trusted partner for Airbus, Governments and Critical Industries
- An end-to-end integrator for IT and OT industrial cyber security
- Unique experience with platform security and embedded systems
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